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Noble group

**RETENTION OF YOUR PERSONAL DATA**

Noble will retain Your Personal Data only for as long as is necessary for the purposes set out in this Privacy Policy. We will retain and use Your Personal Data to the extent necessary to comply with our legal obligations (for example, if we are required to retain your data to comply with applicable laws), resolve disputes, and enforce our legal agreements and policies.

Noble will also retain Usage Data for internal analysis purposes. Usage Data is generally retained for a shorter period of time, except when this data is used to strengthen the security or to improve the functionality of Our Service, or We are legally obligated to retain this data for longer time periods.

### ****CHILDREN UNDER 13****

The Platform where this Policy is located are meant for adults. We do not knowingly collect personally identifiable data from persons under the age of 13, and strive to comply with the provisions of COPPA (The Children’s Online Privacy Protection Act). If you are a parent or legal guardian and think your child under 13 has provided us with information, please contact us at  [dataprivacy@noblegroupholdings.com](mailto:dataprivacy@noblegroupholdings.com)

You can also write to us at the address listed at the end of this website Policy. Please mark your inquiries “COPPA Information Request.” Parents, you can learn more about how to protect children’s privacy on-line on the site of the Federal Trade Commission.

### ****STORAGE OF INFORMATION****

Personal information we maintain will be stored in Hong Kong. If you live outside of Hong Kong, you understand and agree that we may transfer your personal information to Hong Kong.  We will continue to treat information transferred from the EU into Hong Kong according to relevant EU privacy laws.

1. Storage and Security

We hold your personally identifiable information in a combination of hard copy and electronic files for an unlimited period of time, as necessary to support the Site, comply with our legal obligations, resolve disputes, or otherwise fulfill the purposes outlined in this Privacy Policy. We use third party information system providers who may store or have access to your personal information. Even after you cancel your account, copies of some information from your account may remain viewable in some circumstances where, for example, you have shared information with social media or other services.

We ask that you not send us, and you not disclose, any sensitive personally identifiable information (such as information related to racial or ethnic origin, religion or other beliefs, health, criminal background or trade union membership) on or through the Site or otherwise. If, contrary to this request, you do provide any sensitive information, in doing so you consent to us collecting and handling that information in accordance with this Privacy Policy.

No method of transmission over the Internet, method of electronic storage or other security methods are one hundred percent secure. Therefore, while we strive to use commercially acceptable means such as firewalls, password-protected databases with limited physical or electronic access, and encryption to protect your personally identifiable information against unauthorized use, disclosure or modification, we cannot guarantee its absolute security

1. <https://www.noble.com/privacy>
2. <https://www.noblegroupholdings.com/privacy-policy/>
3. <https://noblestudios.com/privacy-policy/>

EDF

## 4. How long do we keep the personal data we collect?

We only keep your data for as long as it is required for the purpose for which it was collected.

* If you are a **prospective customer**, the data is kept for up to **3 years from the date of collection or the last contact at your initiative**.
* If you are a **former Electricity Market Deal customer** and you **cancelled your contract less than 3 years ago**, you are a **prospective customer**. Your **contact details and contractual data** (termination date and name of the deal only) may be used for **commercial prospecting** for a period of **3 years from the date of termination of your contract**.
* If you are a **customer**, your data enabling you to be **identified**, such as your surname, given name and e-mail address, is kept for up to **5 years after the end of our contractual relationship with you**, in order to process requests and complaints in connection with your contract.
* Your data used in the context of **relationship marketing** communications addressed to you is kept until the **termination of your contract**.
* **Information relating to our contractual and commercial communications with you** (your requests or complaints, our responses to them, our commercial communications, our messages relating to the management of your customer account) are kept for up to 3 years after they have taken place. Beyond that, they may be archived with restricted access for a further period for limited reasons authorised by law (payment, guarantee, disputes, etc.).
* **Payment and settlement** data (except IBANs) are kept for up to 3 years after receipt, except in the event of an unpaid invoice, where the periods may be extended for the duration of the processing of the invoice. Beyond that, they may be archived with restricted access for an additional period for limited reasons authorised by law (payment, guarantee, disputes, etc.).
* Some of your personal data is kept for the **time necessary to comply with a legal or regulatory obligation**. In particular, we keep your invoices for a period of 10 years, in order to comply with the obligation set out in Article L123-22 of the French Commercial Code to keep "accounting documents and supporting evidence" for 10 years.
* **Specifically for the data needed to monitor your consumption:**  
  For customers equipped with a Linky or Gazpar meter who have consented to the processing of their daily or half-hourly consumption data by choosing one of the « daily consumption monitoring » or « daily consumption monitoring and half-hourly monitoring » options:
  + The data that allows daily consumption monitoring (daily data: daily index and in addition - for electricity - the maximum power reached per day) is kept for **3 years from its collection**.
  + The data that allows the monitoring of half-hourly electricity consumption (half-hourly index) is kept for **2 years from the date of collection**.

Monthly consumption data also collected via the Linky meter or the Gazpar meter are used for different periods of time depending on the purpose for which they are used:

* + **18 months after their collection** to invoice you for the energy you consume,
  + **3 years to allow you to monitor your consumption** in your customer space,
  + **3 years to manage our customer relations** with you and to deal with your current requests in connection with your contract,
  + **the duration of the processing of the litigation procedure** in the case of the management of an unpaid bill.

Beyond these periods, your monthly data may be archived with restricted access for a further period for limited reasons authorised by law (payment, guarantee, disputes, etc.).

* **Calls that we record** for the purpose of improving the quality of service are kept for a maximum of 6 months from the time they are recorded.
* **Automated call transcripts** used to measure performance, to identify general customer service call patterns, and to improve our quality of service are retained for a maximum of **25 months** from the time of the call.
* For information on **how long we keep cookies and other trackers**, please see our **Cookie Policy** at <https://particulier.edf.fr/fr/accueil/cookies.html>
* With regard to **processing for statistical purposes** and exclusively for research purposes, if the analysis requires it, the **initial retention period for all such data may be extended to 3 years**.
* **Satisfaction survey data** is kept for **25 months**.

1. <https://particulier.edf.fr/en/home/personal-data.html>

Wells Fargo

## Data Retention

We will keep Personal Data no longer than necessary to fulfill the purposes described in this Notice. Under our record retention policy, we are required to destroy Personal Data after we no longer need it according to specific retention periods. However, we may need to hold Personal Data beyond these retention periods due to regulatory requirements or in response to a regulatory audit, investigation, or other legal matter. These requirements also apply to our third-party service providers.

1. Information Management, Security Control Measures, and Retention Periods

Personal Data will be safely stored in the databases of Wells Fargo. Appropriate measures are taken so that Personal Data can be kept accurate and up-to-date, which will be in accordance with applicable security requirements. In an effort to prevent the loss, misuse, unauthorized access, disclosure, alteration, or destruction of Personal Data, Wells Fargo will take appropriate legal, technical, physical and organizational security measures to protect Personal Data. We will keep Personal Data no longer than necessary to: (i) fulfill the purposes outlined in this Notice; (ii) comply with legal or regulatory obligations to which Wells Fargo is subject; or (iii) perform a contract duly established with you or in order to take steps at your request prior to entering a contract. We have implemented appropriate records retention policies to retain Personal Data only to the extent permitted by applicable laws. We may need to hold Personal Data beyond retention periods in response to a regulatory audit, investigation, or other legal matter. These requirements also apply to our third-party service providers. Where required by law, Wells Fargo will anonymize data for additional processing. While registering with our website, mobile applications, or social media features (each, a "Site"), we may provide you with a unique identification and password for accessing our products and services. We encourage you to choose your password 4 IPN AUS2322 (Rev 08/03/23) wisely such that no intruder or third party can obtain any unauthorized access to the Site. We also encourage you to keep your password confidential and not have any written or other record of the password that can be accessible by an intruder or third party.

## Children’s privacy

Our Sites are not directed to children under the age of 13, and we do not knowingly collect personal information from such children.

1. <https://www.wellsfargo.com/privacy-security/notice-of-data-collection/>
2. <https://www08.wellsfargomedia.com/assets/pdf/personal/privacy-security/australia-customer-privacy-notice-english.pdf>
3. <https://www.wellsfargo.com/privacy-security/online/>

Citigroup

How long does Citi keep my Personal Information?

We retain Personal Information for as long is necessary for the purposes of our relationship with You or our suppliers, including in connection with performing an agreement with You or our suppliers or complying with a legal or regulatory obligation, and in any event, in accordance with Citi’s records retention policy requirements.

#### **Children**

Our Services are not designed for children and we do not knowingly collect Personal Information from children under the age of 13. If you have reason to believe that a child has provided Personal Information to us, please contact us, and we will take appropriate action.

##### **Data Retention**

We retain personal data for as long as needed or permitted in light of the purpose(s) for which it was obtained and consistent with applicable law. The criteria used to determine our retention periods include:

* The length of time we have an ongoing relationship with you and provide the Services to you (for example, for as long as you keep using the Services);
* Whether there is a legal obligation to which we are subject (for example, certain laws require us to keep records of your transactions for a certain period of time before we can delete them); or
* Whether retention is advisable in light of our legal position (such as in regard to applicable statutes of limitations, litigation, or regulatory investigations).

Data Storage and Retention Periods In general your Personal Information will be held and managed in accordance with the record retention periods specified in accordance with Citi’s Records Management Policy. Personal Information is kept for the period of time that it is needed by Citi in connection with employment. This includes for the duration of, and following, your employment with us, until the relevant retention period expires. Appendix2 sets out Citi’s general storage periods for personnel records. Citi applies the following considerations to its retention periods: ▪ Personal Information collected that is necessary for exercising a right in court is kept for the applicable statute-of-limitations period. At the end of that statute-of-limitations period, it will be deleted, unless it is connected to any current or prospective litigation or subject to a hold notice. ▪ Personal Information collected that is necessary to meet a statutory or regulatory obligation is kept for the time necessary to fulfil the obligation in question. It is deleted when there is no further reason to justify its storage.

How Long We Keep Personal Data

6.1 The Ethics Office stores personal data pursuant to Citi’s Records Management Policy. We keep personal data for as long as is necessary for the purposes outlined in Section 3 of this Statement or for as long as is required pursuant to applicable legal and/or regulatory requirements, whichever is longer.

## V. DATA RETENTION

We store Personal Information for as long as necessary to carry out the purposes for which we originally collected it and for other legitimate business purposes, including to meet our legal, regulatory, or other compliance obligations. Personal Information of candidates applying for jobs will be retained in accordance with local requirements and those of the country to which you are applying. If there is no activity in relation to the Personal Information, Citi may remove it from its database, subject to Citi's data retention obligations and policies and any applicable legal and regulatory obligations. Further, please note that Citi may delete your profile on this Site or some or all of the Personal Information that Citi has about you at any time (including your CV/resume), for any reason and without notice. Therefore, please retain your own copy of the Personal Information provided to us. In addition to deletion, where we have no continuing legitimate purpose to process your Personal Information, we will either delete or anonymize it or, if this is not possible (for example, because your Personal Information has been stored in backup archives), then we will securely store your Personal Information and isolate it from any further processing until deletion is possible.

If you are applying for a job in any European country, we will retain your Personal Information for at minimum 3 years depending on the country where the job you have applied for would be located and the associated retention obligations.

All data retention obligations will be observed for the country to which you are applying

How long do we keep your personal data? We keep your personal data for as long as is necessary for the purposes of our relationship with you or Your Organization or in connection with performing an agreement with a client or Your Organization or complying with a legal or regulatory obligation

We retain personal information only for the length of time necessary to carry out the Purposes for which personal data was collected and keep that data during such time Your Organization’s accounts and products are open, or a transaction is active, and for a certain time after their closure in accordance with a country-specific records retention schedule, set in compliance with local law. When the retention of your personal data is no longer necessary, we will securely dispose of it by destroying the data, or we will irreversibly anonymize it, so that it is no longer personal data.

10. CHILDREN This Privacy Notice is not intended for or directed at persons under the age of 18. In addition, ICG Services are not designed for children, and we do not knowingly collect personal information from children under the age of 16. We do not sell, share, use for information society services or targeted advertising personal information of children. We may process information relating to minors with consent from their parents or guardians, where they are named beneficiaries of trusts, wills or insurance policies, and similar uses permitted by law. If you have reason to believe that information about a child has been provided to us in error, please contact us, and we will take appropriate action.

1. <https://www.citigroup.com/rcs/citigpa/storage/public/supplier_privacy_notice.pdf>
2. <https://www.citigroup.com/global/privacy#d>
3. <https://www.citigroup.com/rcs/citigpa/akpublic/storage/public/europe-data-privacy-statement.pdf?ieNocache=163>
4. <https://careers.citigroup.com/privacy.html>
5. <https://www.citibank.com/icg/sa/emea/czech/english/assets/docs/Markets-and-Securities-Services-privacy-statement.pdf>
6. <https://icg.citi.com/icghome/privacy>

China state construction engineering

### Children

Anyone aged under 13 must seek parental permission in order to allow their data to be stored. If you know of someone under 13 with their data stored with us, you should contact us directly to notify us

1. <https://www.business-humanrights.org/en/about-us/data-usages-cookies/#dup_transfer>

PTT

**6. Personal Data Storage and Retention Period**

The Company may store your Personal Data in hard copies and electronic formats. The Company will store your Personal Data only as necessary to fulfil the purposes of the collection, use, and disclosure of Personal Data, including the storing such Personal Data for the retention period where the Company has the right or is able to rely on a legal basis to collect, use, and/or disclose such Personal data, or specified period by law, or permitted by laws.

Retention Period of Personal Data

PTT shall retain your personal data as long as it is necessary for the purposes of collecting, use or disclosure such personal data set out in this Privacy Notice. The criteria for establishing the retention period are the duration of relationship between PTT and you, the ongoing duration of any interest PTT still providing to you, further retaining your personal data as necessary period in order to comply with applicable law or within legal prescription for establishing of right to legal claim, to comply with or to exercise the right to legal claim or to raise against any right to legal claim for other courses as specified in Policy and Internal Rules and Regulation of PTT.

DATA RETENTION  
When you place an order through the Site, we will maintain your Order Information for our records unless and until you ask us to delete this information.

How long will we retain your Personal Data? We will retain your Personal Data as long as reasonably necessary to fulfil the purposes for which we obtained the Personal Data and to comply with the applicable laws. However, we may have to retain your Personal Data for a longer duration, as required by applicable laws.

Personal Data Retention Period

The Company will retain your Personal Data only for the duration necessary for the purposes specified in this Privacy Notice under appropriate and strict security measures. In the case that it is not possible to specify the Personal Data retention period, the Company will retain the Personal Data as may be expected per data retention standards such as the longest legal prescription of 10 years

1. **The Personal Data retention period**

The Company will retain your Personal Data only for the necessary duration, and will collect, use and disclose your Personal Data, as defined in this Policy, in accordance with the duration criteria, namely the period during which you are still related to the Company as a client, and may still retain your Personal Data as long as needed for legal compliance or as per legal prescription, for the establishment of legal claims, legal compliance or exercise of legal claims, or defense of legal claims, or for other purposes in accordance with policies and the internal regulations of the Company.

If it is not possible to specify the Personal Data retention period, the Company will retain the Personal Data as may be expected per data retention standards (such as the longest legal prescription of 10 years).

**How long do we keep the information?**

It depends based on the type of cookies. Session cookies expire when you close the browser. Persistent cookies, including Local Shared Objects (“Flash cookies”), have typical expiration dates ranging from two months up to a couple of years

**How Do We Address The Privacy of Children?**

AINA Wireless’ products and services are not intended to be used by children. AINA Wireless does not knowingly collect information of children without the consent of their parents or guardians. If you believe that we have collected information about a child under 13, please contact us at info@aina-wireless.com, so that we may delete the information.

**4.     Period for retention of personal data**

        PTT shall retain your personal data for the period necessary for the purposes of the collection, use or disclosure of personal data set out in this Privacy Notice. The criteria for determination of retention period are the period necessary for PTT to utilize your personal data in accordance with the purposes and it shall be further retained pursuant to the period necessary for the compliance with laws or the statutory prescription period, or for the establishment, compliance, exercise or defense of legal claim, or for other reasons pursuant to the internal policies and rules in the organization of PTT.

**4.7 Period of Retention of Personal Data**

        The Institute will retain your Personal Data for the period necessary for the purpose of collection, use or disclosure of Personal Data specified in this Agreement. The criteria used to determine the retention period are the period of time that the institute has a relationship with you as a participant. and provide various services to you and may continue to keep for a period of time necessary for compliance with the law or legal statute of limitations for the establishment of legal claims Compliance with or exercising legal claims or raising up against legal claims or for other reasons according to the institution's internal policies and requirements

After the expiration of the personal data retention period The Institute will complete the erasure or destruction of such personal data within 60 (sixty) days from the end of such period.

1. <https://www.pttep.com/en/Pdpa/Personaldataprotectionpolicy.aspx>
2. <https://investor.pttplc.com/storage/content/downloads/shareholders-meetings/agm2021/20210309-ptt-agm2021-enc10-en.pdf>
3. <https://www.peakptt.com/pages/peak-ptt-privacy-policy>
4. <https://pdpa.pttor.com/uploads/1_OR_BP_Business_Partner_Privacy_Policy_17_May2021_EN_version1_1_03753e455f.pdf>
5. <https://www.pttgcgroup.com/storage/document/shareholder-meetings/agm2022/20220304-pttgc-agm2022-personal-protection-notice-en.pdf>
6. <https://www.pttgcgroup.com/en/data-privacy-policy>
7. <https://ainaptt.com/privacy-and-security/>
8. <https://pttpdpa.pttplc.com/Privacy/195>

Archer

Storage of your Personal Data

We only store your personal data for a period reasonable for our purposes of processing and/or for a period of time that is required of us by the laws applicable in your local area. We do not process your data any longer than we need to. If you would like more information about our retention periods, please contact our Data Protection Officer with the contact details that we provided above.

Storage of your personal data

The personal data noted above shall be deleted after the expiry of the purpose for which they were collected, insofar as no legal archiving rights, obligations or warranty periods justify a storage or retention of the personal data for other legal reasons

### ****. Storage of your Personal Data****

We store your personal data for a period reasonable for our purposes of processing and/or for a period of time that is required of us by the laws applicable in your local area. We do not process your data any longer than we need to.

If you would like more information about our retention periods, please contact the Data Protection Officer.

### ****3. Children’s Data****

Our products and services are not directed to minors under the age of 16 and we do not knowingly collect or sell the Personal Information of minors.

1. <https://s1.q4cdn.com/365366812/files/doc_downloads/privacy/ADM_ADM.com_PrivacyPolicy_English_092118.pdf>
2. <https://www.compliance.adm.com/documents/privacy-policy/>
3. <https://www.compliance.adm.com/documents/california-privacy-notice/>

Panasonic

## **Data Retention**

We store the information we collect on you for as long as is necessary for the purpose(s) for which we originally collected it, or for other legitimate business purposes, including to meet our legal, regulatory, or other compliance obligations. We may retain records related to:

* Invoices and payments for 7 years;
* Job applications and other related documentation for 6 or more years;
* System use for 3 years; and
* Customer profiles, surveys and communications for 5 years.
* **. Data Retention – How long we will retain your Personal Data?**
* We will only retain your Personal Data for the period necessary to fulfil the purposes for which it has been collected. This includes the purposes of fulfilling our contract with you, satisfying any legal, regulatory, accounting, reporting obligation we are subject to and the establishment and defence of legal claims.

**12. Children’s Personal Data**

This Website is not intended for children (anyone under the age of 16 years) and we do not knowingly collect or try to collect Personal Data from or about children.

**Data Retention – How long we will retain your Personal Data?**

We will only retain your Personal Data for the period necessary to fulfil the purposes for which it has been collected (Up to 10 years after acquisition). This includes the purposes of fulfilling our contract with you, satisfying any legal, regulatory, accounting, reporting obligation we are subject to and the establishment and defence of legal claims.

**Retention of Personal Information**

Personal Information is retained to deliver our services, to otherwise fulfill identified or apparent purposes, and for record-keeping. At some point Panasonic may elect to destroy, erase or anonymize your Personal Information. Once anonymized, Panasonic undertakes not to re-identify the information.

Information posted on the Website may continue to be displayed on this Website, or on any successor website for as long as the Website or any successor site is available, and may be archived by third party websites. You may request access to your Personal Information in order for it to be updated or removed from a particular webpage by writing to [PanasonicPrivacyAdministrator@us.panasonic.com](mailto:PanasonicPrivacyAdministrator@us.panasonic.com). To the extent permitted by applicable law, we reserve the right to refuse requests for the removal of Personal Information from the Website

1. Data Retention – How long we will retain your Personal Data?

We will only retain your Personal Data for the period necessary to fulfil the purposes for which it has been collected. This includes the purposes of fulfilling our contract with you, satisfying any legal, regulatory, accounting, reporting obligation we are subject to and the establishment and defence of legal claims.

1. <https://na.panasonic.com/us/privacy-policy#privacypolicy7>
2. <https://www.panasonic.com/global/consumer/smartapp/privacy-notice.html#N>
3. <https://panasonic.net/cns/pcc/support/tel/homenetwork/privacy/en/>
4. <https://www.panasonicbatteryproducts.com/privacy-policy/>

prudential

### Retention Period

Prudential retains personal information for as long as needed or permitted in light of the purpose(s) for which it was obtained and consistent with applicable law.

### Children

Our Online Services are not directed at nor intended for children under the age of 13. We also do not knowingly collect personal information from children under the age of 13.

**Children Under the Age of 16**

Our website does not target consumers under 16 years of age. We do not knowingly collect, sell or share the Personal Information of consumers under 16 years of age.

**Retention of Personal Information**

We retain personal information, in compliance with our records retention policies and for as long as needed based on the purpose(s) for which it was obtained and consistent with applicable law.

The criteria used to determine our retention periods include:

* the length of time we have an ongoing relationship with you and provide you with the products and services you request;
* whether there is a legal obligation we are subject to (for example, certain laws require us to keep records of certain transactions for a certain period of time before we can delete them,
* if there is a contractual obligation we are subject to; or
* whether retention is advisable in light of our legal position (such as in regard to applicable statutes of limitations, litigation, or regulatory investigations).

The same personal information about you may be used for more than one purpose, each of which may be subject to different retention periods based on the factors listed above.

## **DATA RETENTION**

We will retain personal information for the period necessary to fulfil the purposes outlined in this Notice unless a longer retention period is required or permitted by law. The criteria used to determine our retention periods are: (i) the duration of the application process; (ii) as long as we have an ongoing relationship with you; (iii) as required by a legal obligation to which we are subject; and (iv) as advisable in light of our legal position (such as in regard of applicable statutes of limitations, litigation, or regulatory investigations). We may also retain your information for the purpose of considering whether your skills are suitable for other opportunities. If you do not wish us to do this, please contact [GlobalHRDataMgt@prudential.com](mailto:GlobalHRDataMgt@prudential.com). We may remove personal information for inactive accounts from our records, subject to any applicable legal or regulatory obligations. Furthermore, PFI may delete personal information about you (including your CV/résumé) from our records at any time for any reason. Therefore, please retain your own copy of the personal information provided to us.

**We keep your personal information for a set amount of time**

Your personal information will be stored either for as long as you (or your joint policyholder) are our customer, or longer if required by law or as is otherwise necessary. It’ll always be in line with our data retention policy

Storage Limitation – to ensure we will not keep personal data longer than is necessary for the purposes of processing or any legal requirements.

1. <https://www.prudential.com/links/privacy-statement>
2. <https://www.prudential.com/links/ccpa-disclosure>
3. <https://jobs.prudential.com/us-en/policies/privacy>
4. <https://www.prudentialfa.com.sg/privacy-notice.html>
5. <https://www.prudentialplc.com/~/media/Files/P/Prudential-V13/policies-and-statements/group-privacy-policy-may2022.pdf>

Lloyds Bank

**This section explains how long we may keep your personal information for and why.**

We will keep your personal information for as long as you have a product or are using a service from us, and for up to 10 years after. The reasons we may do this are:

* To respond to a question or complaint, or to show whether we gave you fair treatment.
* To study customer data as part of our own internal research.
* To obey rules that apply to us about keeping records.

We may also keep your personal information for longer than 10 years if we archive it for historical purposes or if we can’t delete it for legal, regulatory or technical reasons. For example, we have to hold pension transfer information indefinitely.

We will only use your personal information for those purposes and will make sure that your privacy is protected.

Personal data will be retained for as long as they are required to support our business processes. The supplier must: • keep personal data in a form that permits identification of Data Subjects for no longer than is necessary, in line with the requirements set out in Section 2 of this document. Group Data Policy Summary For Third party Suppliers LLOYDS BANKING GROUP - PUBLIC V1.0 April 2020 Page 5 of 13 • ensure any deletion of personal data which is no longer required is completed securely, in line with the requirements set out in the Group Information & Cyber Security Policy Summary for Third Party Suppliers.

We will retain your personal data for as long as you are a member of the Scheme or you or your beneficiaries are in receipt of benefits from the Scheme. We may continue to hold and process your personal data after your death, to the extent that is necessary to do so in order to administer benefits payable to your spouse, dependants or other beneficiaries. We may also retain your personal data after you or your beneficiaries have ceased to be entitled to benefits from the Scheme for as long as is necessary for us to fulfil the purposes for which we collected it, including satisfying any legal, accounting or reporting requirements. We review the personal data held in relation to the Scheme on a regular basis and if we conclude that certain personal data is no longer needed, that personal data will generally be destroyed.

**How long we keep your personal information**

We will keep your personal information for the duration of the recruitment process and we may keep your data for up to 3 years for one of these reasons:

* To respond to any questions or complaints
* To show that we treated you fairly
* To maintain records according to rules that applies to us.

We may keep your data for longer than 3 years if we cannot delete it for legal, regulatory or technical reasons. We may also keep it for research or statistical purposes. If we do, we will make sure that your privacy is protected and only use it for those purposes.

If you are successful, you will receive the Colleague Data Privacy Notice describing how we will process your data, including retention periods.

1. <https://www.lloydsbank.com/help-guidance/privacy/data-privacy-notice.html>
2. <https://www.lloydsbankinggroup.com/assets/pdfs/who-we-are/working-with-suppliers/third-party-policies/group-data-third-party-policy.pdf>
3. <https://www.lloydsbankinggrouppensions.com/further_information/data_protection#>
4. <https://www.lloydsbankinggroup.com/privacy/careers-privacy.html>

Nippon Life Insurance

## **RETENTION**

The AMC may retain the Personal Information of the Information Provider for as long as required to provide the services or as otherwise required under law or establishment, exercise or defence of legal claims

Note: Link 2 has more information in read only .

1. <https://mf.nipponindiaim.com/Pages/DisclaimerspolicyPrivacypolicy.aspx>
2. <https://www.reliancenipponlife.com/media/1643/rnlic-privacy-policy-21012019-1.pdf>

metro

## Data Retention

We retain your personal data for business or tax needs, or legal reasons. We set our retention periods based on things like the type of personal data, the business purpose for which it was collected, and legal obligations to retain certain kinds of personal data.

## **6. HOW LONG DO WE KEEP YOUR INFORMATION?**

**In Short:** We keep your information for as long as necessary to fulfill the purposes outlined in this privacy notice unless otherwise required by law.

We will only keep your personal information for as long as it is necessary for the purposes set out in this privacy notice, unless a longer retention period is required or permitted by law (such as tax, accounting or other legal requirements). No purpose in this notice will require us keeping your personal information for longer than the period of time in which users have an account with us.

When we have no ongoing legitimate business need to process your personal information, we will either delete or anonymize such information, or, if this is not possible (for example, because your personal information has been stored in backup archives), then we will securely store your personal information and isolate it from any further processing until deletion is possible.

**How long do we keep your personal information?**

We will usually hold your personal information as a customer or employee on our system for the period we are required to retain this information by applicable UK law, currently 6 years from the end of our contract or 6 months after any unsuccessful job application, unless you have told us you want us to delete the information earlier (see section “**What rights do you have**” below).

### . Children’s Privacy

Metro Self Storage recognizes the privacy interests of children and we encourage parents and guardians to take an active role in their children’s online activities and interests.  Neither the Site nor our services are intended for children under the age of 16. Metro Self Storage does not target its services or this Site to children under 16. Metro Self Storage does not knowingly collect personally identifiable information from children under the age of 16

* 1. <https://www.metrostorage.com/privacy-policy/>
  2. <https://www.t-mobile.com/privacy-center/privacy-notices/t-mobile-privacy-notice>
  3. <https://metrodiner.com/privacy-policy/>
  4. <https://www.metro-storage.co.uk/privacy-policy/>

Indian oil

DATA RETENTION IOCL will only retain the Information for as long as necessary to fulfil the purposes IOCL collected it for, including for the purposes of satisfying any legal, business, accounting, or reporting requirements. In some circumstances, IOCL may anonymise the Information so that it can no longer be associated with the Data Subject, in which case IOCL may use such information without a further reference to Data Subject.

* + 1. <https://iocl.com/download/Data-Privacy-Policy-Offline-Data-Collection.pdf>

Proctor &Gamble

Retention

Generally, we keep your personal data for only as long as it is needed to complete the processing purpose for which it was collected or as required by law. We may need to keep your personal data for longer than our specified retention periods to honor your requests, including to continue keeping you opted out of marketing emails, or to comply with legal or other obligations. This section outlines why the processing purposes comply with the law (legal basis, as required by certain non-U.S. Privacy Laws such as the GDPR), and how long we keep the personal data used for that processing purpose, unless an exception applies (retention period), such as the ones noted above. Some U.S. Privacy Laws (defined below) require us to, on a per-category basis, disclose the retention period applicable to each such category of personal data. See the table set forth in our U.S. State Privacy Notice for this information**.**

**Products/Services**

**Legal Basis:**

* Performance of a Contract for fulfilling eCommerce sales
* Consent for sampling programs
* Legitimate Interest for coupon issuing and coupon clearing

**Retention Period:**After no longer needed to provide you with the requested products or services unless required by law or contract to retain it further.

**Customer Management**

**Legal Basis:**

Consent for:

* sending you marketing email and text communications
* processing your ratings and reviews of our products
* collection and analysis of the information contained on the purchase receipts you upload for more personalized advertising
* the processing of any special category data and certain sensitive personal data
* non-essential tracking technologies on our websites and in our mobile apps in certain countries

Legitimate Interest for:

* postal marketing (unless consent is required according to country laws)
* delivering requested items to you
* processing your personal data within our various marketing systems

Depending on the case, we may rely on our Legitimate Interest or Consent for:

* the enrichment and combination of your registration data (including data that you disclose to us when interacting with our services, such as brand preferences, clipped coupons, etc.) with attributes, interests or demographic data obtained from commercially available sources or other third parties

Performance of a Contract for:

* contests

**Retention Period:**Until you request to delete the personal data or withdraw your consent. Otherwise, we will delete your personal data after no longer needed for the processing purpose or after a maximum of 50 months of non-activity unless required by law or contract to retain it further. We define inactivity through several internal criteria that indicate a user’s lack of interaction with our programs and communications. For example, if you do not log in, or do not open or click on our emails, we will consider you “inactive” and delete your data after a maximum of 50 months but sooner for certain countries depending on local legal requirements. We may need to keep some of your personal data to honor your requests, including to continue keeping you opted out of marketing emails, or to comply with other legal obligations. We may also retain certain personal data used in ratings and reviews for as long as the review is used or until the product is discontinued.

**Customer Service/Communications**

**Legal Basis:**

Legitimate Interest for:

* managing consumer and business inquiries

Consent for:

* special category data/sensitive personal data which may be collected in some adverse event cases

Performance of a Contract for:

* sending transactional/program information about your accounts, purchases, reward terms, etc.
* engagement with professional influencers, business contacts, ambassadors, etc.

**Retention Period:**Until you request to delete the personal data or withdraw your consent. Otherwise, we will delete your personal data after no longer needed for the processing purpose unless required by law or contract to retain it further.

**Payment/Financial**

**Legal Basis:**Performance of a Contract

**Retention Period:**As long as necessary to fulfill the order unless required by law or contract to retain it further. We generally retain data for 24 months for cashback offers and 10 years for warranties.

**Serving Ads**

**Legal Basis:**

* Consent for the deployment of tracking technologies on our own websites or within our own mobile applications. When we place tracking technologies on third-party properties or buy data from third-party vendors, we require them to obtain your consent before deploying our tracking technology or sharing your personal data with us.
* Legitimate Interest for processing your email address, phone number, or mobile advertising ID to serve you relevant advertising across different media channels, including on social media platforms, via custom audiences and look-a-like audiences.

**Retention Period:**After no longer needed for the processing purpose (i.e., after the ad campaign ends) or within a maximum of 12 months unless you opt-out sooner.

**Ads Administration**

**Legal Basis:**Legitimate Interest

**Retention Period:**After no longer needed to fulfill the processing purpose. For personal data collecting via tracking technologies on our websites or within our mobile applications, within 12 months unless you opt-out prior.

**Quality & Safety**

**Legal Basis:**Legitimate Interest

**Retention Period:**After no longer needed to fulfill the processing purpose unless required by law or contract to retain it further. For personal data collecting via various tracking technologies on our websites or within our mobile applications, within 12 months unless you opt-out prior.

**Security**

**Legal Basis:**Legitimate Interest

**Retention Period:**After no longer needed to fulfill the processing purpose unless required by law or contract to retain it further. For personal data collecting via tracking technologies on our websites or within our mobile applications, within 12 months.

**Recordkeeping and Auditing**

**Legal Basis:**

* Performance of a Contract for transactional data
* Legal Obligation for certain recordkeeping activities

**Retention Period:**After no longer needed to fulfill the processing purpose unless required by law to retain it further.

**Legal/Compliance**

**Legal Basis:**Legal Obligation

**Retention Period:**After no longer needed to fulfill the processing purpose unless required by law to retain it further.

**Research & Development (“R&D”)**

**Legal Basis:**Consent

**Retention Period:**We retain non-biometric personal data collected from clinical research as long as needed for the purpose for which it was collected, or 30 years after the purpose of collection is fulfilled, and/or for as long as may be required to retain it by local law, regulation or good clinical research practice, whichever is later. For non-clinical research, we will retain non-biometric personal data for a maximum of 5 years after the time of collection, or after the purpose of collection is fulfilled, whichever is later. For biometric data, we will retain for as long as necessary to fulfil the purpose of collection or processing, unless we are required to retain it longer for legal or regulatory compliance purposes, or to exercise or defend our legal interests. We may retain your signed informed consent documents longer.

Children

We follow all applicable data protection laws when collecting personal data online from children. For example, in the EEA, Switzerland, Serbia, and the UK we do not collect personal data from children under 16 years of age without the consent of the holder of parental responsibility over the child, unless a lower age is provided for by the local laws – provided that such lower age is not below 13 years. Similarly, in the U.S., we obtain verified parental consent when collecting personal data from children younger than 13. In Canada, these verified parental consent measures are in place for minors younger than 14. We do not use personal data of children for targeted advertising.

* 1. <https://privacypolicy.pg.com/en/>

prudential financial

## **DATA RETENTION**

We will retain personal information for the period necessary to fulfil the purposes outlined in this Notice unless a longer retention period is required or permitted by law. The criteria used to determine our retention periods are: (i) the duration of the application process; (ii) as long as we have an ongoing relationship with you; (iii) as required by a legal obligation to which we are subject; and (iv) as advisable in light of our legal position (such as in regard of applicable statutes of limitations, litigation, or regulatory investigations). We may also retain your information for the purpose of considering whether your skills are suitable for other opportunities. If you do not wish us to do this, please contact [GlobalHRDataMgt@prudential.com](mailto:GlobalHRDataMgt@prudential.com). We may remove personal information for inactive accounts from our records, subject to any applicable legal or regulatory obligations. Furthermore, PFI may delete personal information about you (including your CV/résumé) from our records at any time for any reason. Therefore, please retain your own copy of the

Note: Most captured under prudential

1. <https://jobs.prudential.com/us-en/policies/privacy>